# **Apliman Template Release Note**

## **Introduction**

Angular template is a template to be used by developers to initiate a project with predeveloped pages as users, user groups and reports. These pages are fully compliant with spring REST API template.

# **Version 2.0.0 (27 Sept 2018)**

**Applicability**

This release is applicable for all users.

## **Resolved Customer Issues**

None.

## **New Functionality**

1. Add new logs feature with log types.
2. Add new notifications feature with notification engine.
3. Add user profile page so user can change password, manage notifications and manage his account.
4. Add new dynamic dashboard.
5. Add new dynamic settings feature with engine.
6. Add new blacklist feature.
7. Add language mapping and link it with users/notifications.
8. Add translation to every response based on user language.
9. User now is locked and unlocked based on settings + engine and counter.
10. Add user login handler.
11. Fix small bugs in reports.
12. Add remember me feature.
13. Add function to get needed language message based on user language.

# **Version 1.2.1**

## **Updates**

## **New Features**

1. Add export feature.
2. New style for datatables.
3. Add dynamic settings page.

# **Version 1.2.0**

## **Updates**

## **New Features**

1. Add required to a search filter for reports.
2. Add date range filter to a report’s filters.
3. Add multiple index for same filter.
4. Add new pages to manage reports (view, add, edit and delete report)
5. Reports tool support Pie Chart in this version.

# **Version 1.1.0**

## **Updates**

1. Fix bug while creating a new group (group is not displayed)
2. Remove refresh token since backend still not supporting refresh token authentication.

## **New Features**

1. Add new reporting tool so any developer can create his own report with its displaying style.
2. Warn users before leaving a page while editing and/or creating a new form.

# **Version 1.0.0**

## **Features:**

1. Manage Users (add, edit, view and delete users).
2. Manage User Groups (add, edit, view and delete user groups).
3. Login Page with security and redirection based on user access rights.
4. Security using JWT web tokens and refresh tokens.